Archon Gateway
Industry’s only CSfC gateway designed for enterprise.

For more information about Archon
Gateway and the Archon Suite of
secure network computing solutions,
visit: caci.com/archon

Many organizations following the National Security Agency
(NSA) CSfC Compliance Program face the same barrier: the
complexity of data center infrastructure.

Choosing from numerous NSA-validated components for computing, storage,
networking, and firewalls — while ensuring interoperability, compliance with NSA
compatibility packages, and scale — can be complex. Deployment, registration, and
sustainment of an often one-off environment present further challenges.

Archon Gateway presents a simpler, faster path to CSfC. The Archon Gateway is a
productized and validated CSfC architecture designed to scale to meet the demand
of any size environment. Archon Gateway is a turn key solution that includes HW, SW,
installation and cyber support — allin a single orderable SKU.
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The Archon Gateway difference

TIME SAVINGS OVER-THE-AIR UPDATES AND CERTIFICATE RENEWALS
Industry-vetted reference architectures, configuration When paired with Archon Manager, our technology allows
automation, and standardized NSA registration end users in the field to push updates, renew certificates,
documentation reduces the time to value for all and wipe lost devices remotely to protect sensitive
implementations. information.

REDUCED RISK VIRTUALIZATION FOR SYSTEM RESILIENCY

Archon Gateway’s standardized architecture and wide Archon Gateway leverages virtual instances of

market adoption ensures supportability and sustainment NIAP approved components to facilitated

after delivered. deployment, supportability, and minimize impact

of component obsolescence.

FEATURES

e Continuous monitoring with a custom-built dashboard: Archon Gateway
supports Archon Director by providing NSA CSfC-compliance with continuous
monitoring that combines logs, NetFlow, connection status, and alerts on a
custom-built dashboard exportable to the enterprise SIEM environments.

e Simplified ordering and support: Archon Gateway makes CSfC more accessible
by providing a single part number for ordering and a single number to call for
support.

e Modularity: Comes in four sizes to meet the needs of any size enterprise.

Archon Gateway provides enterprise-class hardware and software and industry best
practices for architecture design, automation, and security while meeting the NSA’s
stringent compliance requirements for CSfC environments.

About the Archon Suite

Empower your end-users to securely work from anywhere at any scale. From next-
generation devices to hardware and data services, the Archon® Suite of CSfC
capabilities make securing your edge simple, fast and efficient.
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